
New Features in Prinergy Workflow 9.0.2
 Several Security Enhancements

PRINERGY-
52733

The local security policy  "Act as Part of the Operating System" can 
optionally be turned off
Please contact your regional support to get assistance with removing this policy

PRINERGY-
52603

You can now disable SMB1 if no longer required for legacy connectivity
Please contact your regional support to get assistance with disabling SMB 1. 
Reference SKV Answer ID 75519

PRINERGY-
52604

You can now optionally enable the Windows Firewall

Please contact your regional support to get assistance with enabling the 
Windows Firewall (specific rules must be enabled).

Reference SKV Answer ID 75521

Important: Do not enable the Firewall on a Prinergy Primary that's connected 
to Portal Products (i.e. Insite, ICW, MPV and PressProof)

PRINERGY-
52602
PRINERGY-
52601

Disable weak ciphers on system
Please reference SKV article 74304
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